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EDITORIAL

Probably by now most of you have heard of
the 2000 computer bug known as the Y2K
problem. Most news items seem to assume
that it is a technical problem that the
techies should be able to solve in time.We
have been looking for an article which
goes beyond the technological issue and
looks at social implications and responses.

This article written by Margaret Wheatley
and 2 futurists posits Y2K as a technical
problem, a social problem, a psychological
problem, and a problem for civil society
and local communities that we will
encounter in our daily lives in our

workplace, family, and neighbourhood .

I'm sure we are all aware of the potential of
this problem for chaos and mayhem. For
me, this paper allowed me to begin to
move through fear to experience Y2K as
challenge and opportunity.

Thus, for this issue of the Node, we
decided to send you this article plus a chart
of the paper. Copy it freely and share it
around. Please send your comments and
suggestions to the Node or to ICA dialogue
on email. For further information on Y2K

see articles on internet.

Some say let's keep the thing hush hush or
we'll create a panic. While all of us are
aware of the capacity of our anxiety to
make everybody else anxiety-ridden, we
also understand the importance of sharing
information. This article believes that the
hush-hush strategy is counter productive.

It is our hope that sharing this article may
create a dialogue among us all on how we
can best enable local communities to

prepare for 2000.

Have a great Holiday Season during this

time of expectancy. Jeanette Stanfield

2En
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The Year 2000:Social Chaos or
Social Transformation?

Margaret Wheatley, John L. Petersen,
Myron Kellner-Rogers

Y2K was caused by technology.
It can only be solved by
new social relationships.
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Four Scenarios For Y2K

ISOLATED FAILURE

SCENARIO ONE:

THE OFFICIAL FUTURE:
There will be some isolated
failures in computer systems,
but it won’t affect society

as a whole. There will be
irritations, but not crises.

SOCIAL SOCIAL

COHERENCE

SCENARIO FOUR:
HUMAN SPIRIT:
Positing a society that in
the face of clear adversity
calls on each of us to
collaborate in solving the
problems of breakdown.
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SCENARIO TWO:

A WHIFF OF SMOKE
Isolated failurres or even
rumours of possible failures
lead to panic responses, such
as runs on banks.

COMPLETE

RESPONSE

SOCIAL
BREAKDOWN

SCENARIO THREE:
MILLENIAL APOCALYPSE:
Large-scale technical failure is

coupled with social breakdown, as
organizational, political and economic
systems come apart. This would lead to
governments cracking down and taking
control.

DEPENDENT JOINT FAILURE



YEAR 2000: SOCIAL CHAOS OR

HUMANS
THE Y2K BUG IS A SYSTEM-WIDE, WORLD-WIDE PROBLEM HAVE REAL
CHOICES
THE Y2K FAILURE WHAT! HOW BIG IS ALL IT TAKES WHO ELSE HOW MIGHT
PROBLEM IS CASCADES ME THE IS IS WE
EVERYONE’S THROUGH WORRY? PROBLEM, ONE GLITCH AFFECTED? RESPOND?
SYSTEMS REALLY?
| 2 3 4 S 6 7
Those in world of Seriel nature of Two 180 billion lines of Failure in single There could be A technical problem is
satellites, air, rail, systems responses to Y2K- software have to be component can crash | massive disruptions of | creating a societal

ground transport,
manufacturing plants,
electricity

heat, phones

will experience a true
millennial shift.

As the date shifts from
1999 to 2000

within millions of
computerized
systems, we will begin
to experience our
computer-dependent
world in an entirely new
way.

When the date shifts
from ‘99 to 00, both
micro-

processors and the
software that has not
been fixed will think it is
1900, not 2000

AT&T-1 day crash of
credit card machines

Computer system at
Marks Spencer in
London destroyed tons
of food because
computer read 2002 as
1902 and

calculated that the
food was 96 years old
and ordered it thrown
out!

YK2 a simple technical
error networked into
the worlds economic
and political
infrastructures

Error still Embedded in
microchips 3 years
ago. We won't know
extent of system
failures until disruption!

denial, secrecy

1. Acknow-

ledge problem- see as
restricted to small
nunber of businesses
2. Collective faith in
technol. and science-
techies will solve

YK2 prob.
unigue-non-negotiable
deadiine

need strategy

screened globally

a billion hardware chips
in traffic lights, wter,
gas, electricity
controlled system-
embedded micropro-
cessors-before noon
we come into contact
with 70
microprocessors

Loss of output as
money energy being
diverted to fixing YK2

whole system

System could be a
car,train, aircraft,
bank, electric power
plant, govt agency,
internat. phone
system, air traffic
control

Electrical

Power plant Feb 98
dilemma with
embedded controls

Lufthansa will not fly
aircraft during first
days of 2000

Rolling Wave

service.

What if Workplace
prepared but bank
can't access your bank
information?

With small inventories
the rule these days,
what if ground and rail
transport disruptions
cause food shortages
in 3-6 days in major
cities?

what if there is a rolling
wave of interdependent
failures across world?

New York City forcasts
disruptions in power
schools, hospitals etc.

problem. Societal
problem must be
solved by humans.

We can be victims of
technology orwe can
talk through social
/human solutions in our
organizations and
communities

SECRECY is a block to
dealing with Y2K: it
prevents a more
rigorous investigation
It slows down
awareness of intensity
of problem and urgency
of need of solutions.

3. If information
vacuum. there is
greater possibility of
panic.
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COLLABORATION THROUGH CREATIVE PARTICIPATION IN SOLUTION BUILDING IS THE RKEY

‘ SOCIAL TRANSFORMATION?

WHO MIGHTWE| COLLABOR- | WHAT LEADERS WHAT WHAT EACH WHAT YOU THE CRISIS
BECOME? ATION IS OUR MUST DO COMMUNITIES | ORGANIZATION CAN DO IS NOW
ONLY CHOICE MUST DO MUST DO
1 2 3 4 5 6 7

4 scenarios based on
two variables

Sacial Response : on a
continuum of social
coherence to complete
social breakdown

Technological Effect
on continuum of
Isolated Failure to
Dependent Joint
Failure

The Scenarios
1.0Official Future

2. A Whiff of Smoke
3. Millennial
Apocalypse

4. Human spirit-
collaboration

No. 1 unlikely since we
are out of time and
resources for
preventing widespread
Y2K failures

No. 4 on Human Spirit
and Collaboration
becomes the only
scenario worth working
on

YK2 is a systems
worldwide event.

YK2 issues resolved
by social relationships

Being told to solve
issues in isolation but
insane in system’s
world.

Cruelest trick ever
played on us by
technol. or great
opportunity for
change-can go beyond
traditional boundaries,
roles towards
streamlined systems.

Oklahoma City bomb
response e.g.

Red Cross :Elizabeth
Dole When build
rapport then can call at
2AM and get response

Leaders must give up
trying to carry this
burden of YK2 alone.

Leaders need to
support unparalled
levels of participation-
more broadbased and
inclusive than ever
imagined.

Secrecy drives people
to isolated and self-
preserving behaviors.

Secrecy must be
replaced by full and
frequent disclosure of
information.

Entrust all to work with
difficult fearsome
information

Insist that we work
together

Communities need to
assess where they are
most vulnerable and
develop contingency
plans

Individual locales and
geographic regions
need assessment.

Civic , community
organizations can
initiate audit and
planning activities
re: disruptions in
services:

<all utilities-electricity,
water, gas, phones
«food supplies
<public safety
+healthcare

egovt payment to
indiv,organ

residents most at rist

Move from techn
experts to entire
organization

Assessment and
contingency plans re:
<how organization will
perform essential
tasks in absence of
present systems

<how organiz will
respond to failures or
slowdowns in
information & supplies

-what simplified
systems can be
developed now to
replace existing ones
erelationships with
suppliers, customers
clients, -how we work
together

Fruit-trust and
loyalty,learn-ing
together

Get involved in Y2K
wherever you are and
in whatever
organizations you
participate.

Begin asking
questions.

Convene groups.

Educate yourself on
issue.

African proverb:

If you think you're too
small to make a
difference, try going to
bed with a mosquito in
the room.

There is no time to
waste.

Earth continues to
circle the sun. The
calendar relentlessly
progresses toward
Year 2000.

A change needed now:
«from rhetoric to action
from paolitics to
participation

-isolated solutions to
working together for
the common good

Otherwise we will stand
fearfully in that new
dawn of 2000 and
suffer consequences
that might well have
been avoided if we
learned to stand
together NOW!
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The Year 2000: Social Chaos or Social Transformation?

John L. Petersen, Margaret Wheatley, Myron Kellner-Rogers

Please copy and circulate widely

The Millennial sun will first rise over hu-
man civilization In the independent republic of
Kiribati, a group of some thirty low lying coral is-
lands in the Pacific Ocean that straddle the equator
and the Intemnational Date Line, halfway between
Hawaii and Australia. This long awaited sunrise
marks the dawn of the year 2000, and quite possi-
bly, the onset of unheralded disruptions in life as we
know it in many parts of the globe. Kiribati's 81,000
Micronesians may observe nothing different about
this dawn; they only received TV in 1989. _

However, for those who live in a world that re-

lies on satellites, air, rail and ground transportation,
manufacturing plants, electricity, heat, telephones, or
TV, when the calendar clicks from ‘99 to 00, we will
experience a true millennial shift. As the sun moves
westward on January 1, 2000, as the date shifts si-
lently within millions of computerized systems, we will
begin to experience our computer-dependent world in
an entirely new way. We will finally see the extent of
the networked and interdependent processes we
have created. At the
stroke of midnight, the
new millennium heralds
the greatest challenge
to modern society we
have yet to face as a
planetary community.

Whether we experience this as chaos or so-

cial tranéf_ormation will.be influenced by what we do
‘immediately.

We are describing the year 2000 problem,
known as Y2K (K signifying 1000.) Nicknamed at
first “The Millennial Bug,” increasing sensitivity to
the magnitude of the impending crisis has esca-
lated it to “The Millennial Bomb." The problem be-
gins as a simple technical error.

Large mainframe computers more than ten
years old were not programmed to handle a four
digit year. Sitting here now, on-the threshold of the
year 2000, it seems incomprehensible that computer
programmers and microchip designers didn't plan for '
it. But remember when a computer only had 16 kilo-
bytes of RAM? To save storage space, most pro-
grammers allocated only two digits to a year. 1993
is ‘93’ in data files, 1917 is '17." These two-digit
dates exist on millions of files used as input

Y2K was caused by technology. It can only be

solved by new social relationships
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to millions of applications. (The era in which
this code was written was described by one
programming veteran as “the wild west.”
Programmers did whatever was required to
get a product up and working; no one
thought about standards.)

The same thing happened in the
production of microchips as recently as
three years ago. Microprocessors and other
integrated circuits are often just sophisti-
cated calculators that count and do math.
They count many things: fractions of sec-
onds, days, inches, pounds, degrees, lu-
mens, etc. Many chips that had a time

function designed into them were only

structured for this century. And when the
date goes from ‘99 to '00 both they and the
legacy software that has not been fixed will
think it is still the 20th century — not 2000,
but 1800.

Peter de Jager, who has been ac-
tively studying the problem and its implica-
tions since 1991, explains the computer
math calculation: “| was bomn in 1855, If |
ask the computer to calculate how old | am

today, it subtracts 55 from 98 and an-
nounces that I'm 43....But what happens in
the year 20007 The computer will subtract
55 from 00 and will state that | am minus
55 years old. This error will affect any cal-
culation that produces or uses time spans. .
. . If you want to sort by date (e.g., 1965,
1805, 1966), the resuiting sequence would
be 1905, 1965, 1966. However, if you add
in a date record such as 2015, the com-
puter, which reads only the last two digits of
the date, sees 05, 15, 65, 66 and sorts
them incorrectly. These are just two types
of calculations that are going to produce
garbage.” _

The calculation problem explains
why the computer system at Marks &
Spencer department store in London re-
cently destroyed tons of food during the
process of doing a long term forecast.
The computer read 2002 as 1902. In-
stead of four more years of shelf life, the
computer ‘calculated that this food was
ninety-six-years old. It ordered it thrown
out. A similar problem happened recently

organizations and communities

What we know about Y2K
e a technological problem that now cannot be solved by technology
o the first-ever, non-negotiable deadline
e a systemic crisis that no one can sclve alone
e a crisis that dissolves boundaries and hierarchies

e a unique opportunity to evoke contributions from individuals ,

o the greatest opportunity to simplify and redesign major systems
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in the U.S. at the warehouse of a freeze
dried food manufacturer.

But Y2K is not about wasting good
food. Date calculations affect millions more
systems than those that deal with invento-
ries, interest rates, or insurance policies.
Every major aspect of our modem infra-
structure has systems and equipment that
rely on such calculations to perform their
functions. We are dependent
on computerized systems that
contain date functions to effec-
tively manage defense, trans-
portation, power generation,
" manufacturing, telecommunica-
tions, finance, government,
education, healthcare.

The list is longer, but
the picture is clear. We have
created a world whose efficient functioning
in all but the poorest and remotest areas is
dependent on computers. It doesn't matter
whether you personally use a computer, or
that most people around the world don't
even have telephones. The world's eco-
nomic and political infrastructures rely on
computers. And not isolated computers.
We have created dense networks of. reli-
ance around the globe. We are networked
together for economic and political pur-
poses. Whatever happens in one part of
the network has an impact on other parts of
the network. We have created not only a
computer-dependent society, but an inter-
dependent planet.

We already have frequent expe-
riences with how fragile these systems
are, and how failure cascades through
a networked system. While each of
these systems relies on millions of lines of
code that detail the required processing,
they handle their routines in serial fashion.

Any next step depends on the preceding
step. This serial nature makes systems,
no matter their size, vulnerable to even the
slightest problem anywhere in the system.
In 1990, ATT's long distance system ex-
perienced repeated failures. At that time,
it took two million lines of computer code
to keep the system operational. But these
millions of lines of code were brought

We have created not only a computer-
dependent society, but an interdependent
planet.

down by just three lines of faulty code.

And these systems are lean; re-
dundancies are eliminated in the name of
efficiency. This leanness also makes the
system highly vulnerable. In May of this
year, 90% of all pagers in the U.S.

crashed for a day or longer because of.

the failure of one satellite. Late in 1997,
the Internet could not deliver email to the
appropriate addresses because their one
and only central source sent corrupted
information to their servers.
Compounding - the fragility - of
these systems is the fact that.we can't see
the extent of our interconnectedness. The
networks that make modem life possible
are masked by the technology. We only
“see the interdependencies when the rela-
<tionships are disrupted —«vhen a problem
evelops elsewhere and we notice that we
“too are having problems.
When Asian markets failed last
year, most U.S. businesses denied it
would have much of an impact on our
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economy. Only recently have
we felt the extent to which
Asian economic woes affect
us directly. Failure in one part
of a system always .exposes
the levels of interconnected-
ness that otherwise go unno-
ticed—we suddenly see how
our fates are linked together.
We see how much we are participating
with one another, sustaining one another.

Modermn business is completely reli-
ant on networks, Companies have ven-
dors, suppliers, customers, outsourcers
(all, of course, managed by computerized
data bases.) For Y2K, these highly net-
worked ways of doing business create a
terrifying scenario. Jhe networks -mean
that no one system .can protect-itself-from
Y2K failures by just-attending to its own
internal systems. General Motors, which
has been working with extraordinary focus
and diligence to bring their manufacturing
plants up to Year 2000 compliance,
(based on their assessment that they were
facing catastrophe,) has 100,000 suppliers
worldwide. Bringing their intemal systems
into compliance seems nearly impossible,
but what then do they do with all those
vendors who supply parts? GM experi-
ences production stoppages whenever
one key supplier goes on strike. What Is
the potential number of delays and shut-
downs possible among 100,000 suppliers?

The nature of systems and our
history with them paints a chilling picture
of the Year 2000. We do not know the
extent of the failures, or how we will be
affected by them. But we do know with
great certainty that as computers around
the globe respond or fail when their calen-
dars record 2000, we will see clearly the

extent of our interdependence. We will
see the ways in which we have woven the
modern world together through our tech-
nology.

What, me worry?

Until quite recently, it's been
difficult to Interest most people in the
Year 2000 problem. Those who are pub-
licizing the problem (the Worldwide Web
is the source of the most extensive infor-
mation on Y2K,) exclaim about the gen-
eral lack of awareness, or even the delib-
erate blindness that greets them. In our
own investigation among many varieties of

organizations and citizens, we've notedl'
two general categories of response. In the

first category, people acknowledge the

problem but view it as restricted to a small-

number of businesses, or a limited num-
ber of consequences. People believe that

Y2K affects only a few industries—

primarily finance “and insurance—
seemingly because they deal with dates
on policies and accounts. Others note
that their organization is affected by Y2K,
but still view it as a well-circumscribed is-
sue that is being addressed by their Iinfor-
mation technology 'department. What's
common to these comments [s that people
hold Y2K as a narrowly-focused, bounded
problem. They seem oblivious to the net-

The networks mean that no one system can
protect itself from Y2K failures by just

attending to its own internal systems. It’s all
connected.



The Node

10

November,

1998

works in which they participate, or to the
systems and interconnections of modemn
life.

The second category of reactions
reveals the great collective faith in tech-
nology and science. People describe
Y2K as a technical problem, and then en-
thusiastically state that human ingenuity
and genius always finds a way to solve
these type of problems. Ecologist David
Orr has noted that one of the fundamen-
tal beliefs of our time is that technology
¢an be -trusted to solve any problem it

~creates. [f a software engineer'goes on

TV claiming to have created a program
that can correct all systems, he is be-
lieved. After all, he's
just what we've been
expecting.

And then
there is the unique-
ness of the Year
2000 problem. At no
other time in history
have we been forced
to deal with a dead-
line that is’ absolutely
non-negotiable. In the past, we could al-
ways hope for a last minute deal, or rely
on round-the-clock bargaining, or pray for
an eleventh hour savior. We have never
had to stare into the future knowing the
precise date when the crisis would mate-

" rialize. In a bizarre fashion, the inevitabil-
ity of this confrontation seems to add to
people’s denial of it. They know the date
when the extent of the problem will sur-
face, and choose not to worry about it
until then.. - '

' However, this denial is quickly dis-
sipating. Information on Y2K is expand-
ing exponentially, matched by an escala-
tion in adjectives used to describe it.

More public figures are speaking out.
This is critically important. With each cal-
endar tick of this time, alternatives dimin-
ish and potential problems grow. We
must develop strategies for preparing
ourselves at all levels to deal with what-
ever Y2K presents to us with the millen-
nium dawn.

The Y2K problem, really

We'd like to describe in greater
detail the extent of Y2K. As a global net-
work of interrelated consequences, it be-
gins at the center with the technical prob-
lem, legacy computer codes and embed-

We can’t see the extent of our interconnectedness.
The networks that make modern life possible are

created by technology, but th
technology -

ded microchips..(see Figure One) For

the last thirty years thousands of pro-
grammers have been writing billions of
lines of software code for the computers
on which the world's economy and soci-
ety now depend. Y2K commentator Ed
Meagher describes "old, undocumented

code written in over 2500 different com-

puter languages and executed on thou-
sands of different hardware platforms be-
ing controlled by hundreds of different
operating systems . . . [that generate] fur-
ther complexity in the form of billions of
six character date fields stored in millions
of databases that are used in calcula-
tions."

The Gartner Group, a computer-

ey are also masked by
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industry research group, estimates that
globally, 180 billion lines of software code
will have to be screened. Peter de Jager
notes that it is not unusual for a company
to have more than 100,000,000 lines of
code—the IRS, for instance, has at least
eighty million lines.

The Social Security Administration
began working on its thirty miilion lines of
code in 1991. After five years of work, in
June, 1996, four hundred programmers
had fixed only six million lines. The IRS
has 88,000 programs on 80 mainframe
computers to debug. By the end of last
year they had cleaned up 2,000 programs.
Capers  Jones,
head of Software
Productivity Re-
search, a firm
that tracks pro-
grammer produc-
tivity, estimates
that finding, fixing
and testing all
Y2K-affected
software  would
require over
700,000 person-
years. Program-
mers _have been
brought out of
retirement  and
are receiving ex-

traordinary wages and benefits to stick .

with this problem, but we are out of time.
There aren't nearly enough programmers
nor hours remaining before January 1,
2000.

Also at. the center of this technical
time bomb are the embedded microproc-
essors. There are somewhat over a bil-
lion of these hardware chips located in
systems worldwide. They sustain the

SOCIAL
REACTION

world's manufacturing and engineering
base. They exist in traffic lights, elevators,
water, gas, and electricity control systems.
They're in medical equipment and military
and navigation systems. America's air
traffic control system is dependent upon
them. They're located in the track beds of
railroad systems and in the satellites that
circle the earth. Global telecommunica-
tions are heavily dependent on them.
Modern cars contain about two dozen mi-
croprocessors. The average American
comes in contact with seventy microproc-
essors before noon every day.

Many of these chips aren't date
sensitive, but a
great .number
are. And engi-
neers looking. at
these chips don't
know for sure
which is which.
To complicate
things further,
not all chips be-
have the same.
Recent  tests
have shown that
two chips of the
same model in-
stalled in two
different com-
puters but per-
forming the same function are not equally
sensitive to the year-end problem. One
shuts down and the other doesn't.

It is impossible to locate all of these
chips in the remaining months, nor can we
replace all those that are identified. Those
more than three years old are obsolete
and are probably not available in the mar-
ketplace. The solution in those cases is to
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redesign and remanufacture that part of
the system — which often makes starting
over with new equipment the best option.
That is why some companies are junking
their computer systems and spending mil-
lions, even hundreds of millions, to replace
everything. It at least ensures that their
internal systems work.

At issue is time, people,
money, and the nature of sys-
tems. These technical problems
are exacerbated by government
and business leaders who haven't
yet fully understood the potential
significance of this issue for their
own companies, to say nothing of
the greater economic implica-
tions. Or maybe they still hope to
conceal it from us.

The U.S. leads all other devel-
oped nations in addressing this issue,
minimally by six to nine months. Yetin a
recent survey of American corporate chief
information officers, 70% of them ex-
pressed the belief that even their compa-
nies would not be completely prepared for
Y2K. Additionally, 50% of them acknowi-
‘edged that they would not fly during Janu-
ary 2000. If America is the global leader
in Y2K efforts, these CIO comments are
indeed sobering. -

The economic impacts for the
global economy are enormous and un-
known. The Gartner Group projects that
the total cost of dealing with Y2K world-
wide will be somewhere between $300 bil-
lion to $600 billion - and these are only
direct costs associated with trying to rem-
edy the problem. (These estimates keep
rising every quarter now.) The Office of
Management and Budget (OMB), in a re-
cently released Quarterly Report, esti-
mated total government Y2K expense at

$3.9 billion. This figure was based only on
federal agency estimates; the OMB
wamed that this estimate might be as
much as 90% too low considering the in-
creasing labor shortage and expected
growing remediation costs as January 1,
2000 looms nearer. And in June of this

At no other time in history have we been.
Sforced to deal with a deadline that is
absolutely non-negotiable.

year, it was announced that federal agen-
cies had already spent five billion dollars.
Of twenty-four agencies, fifteen reported
being behind schedule.

These numbers don't consider
the loss of output caused by diverting
resources to forestall this.crisis. In
more and more businesses, expenditures
for R&D and modemization are being di-
verted to Y2K budgets. Business Week in
March of 1998 estimated that the Year
2000 economic damage alone would be
$119 billion. When potential lawsuits and
secondary effects are added to this —~ peo-
ple suing over everything from stalled ele-
vators to malfunctioning nuclear power
plants — the cost easily could be over $1
trillion.

But these problems and estimates
don’t begin to account for the potential im-
pact of Y2K. The larger significance of
this bomb becomes apparent when we
consider the next circle of the global net-
work—1the organizational relationships that
technology makes possible.
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Who works with whom?

The global economy is dependent
upon computers both directly and indi-
rectly. Whether it's your PC at home, the
workstation on a local area network, or the
GPS or mobile telephone that you carry,
all are integral parts of larger networks
where computers are directly connected
together. As we've leamed, failure in a
single component can crash the whole
. system; that system could be an automo-
bile, a train, an aircraft, an electric power
plant, a bank, a government agency, a
stock exchange, an international tele-
phone system, the air traffic control sys-
tem. If every possible date-sensitive hard-
ware and software bug hasn't been fixed
in a larger system, just one programming
glitch or one isolated chip potentially can
bring down the whole thing.

While there isnt enough time or
technical people to solve the Y2K problem
before the end of next year, we
might hope that critical aspects
of our infrastructure are tackling
this problem with extreme dili-
gence. But this isn't true.

America’s electric power indus-
try‘is in danger of massive fail-
ures, as described in Business
Week's February '88 cover
story on Y2K. They report that
“electric utilities are only now
becoming aware that program-
mable controllers — which have replaced
mechanical relays in virtually all electricity-
generating plants and control rooms — may
behave badly or even freeze up when 2000
arrives. Many utilities are just getting a

handle on the problem.”

It's not anly nuclear. power plants
that are the source of concem, although
problems there are scary enough. In one
Year 2000 test, notes Jared Wemmiel,
leader of the Y2K effort at the Nuclear
Regulatory Commission, the security com-
puter at a nuclear power plant failed by
opening vital areas that are normally
locked. Given the complexity and the need
to test, "It wouldn't surprise me if certain
plants find that they are not Year 2000-
ready and have to shut down.”

Other electric utility analysts paint
a bleaker picture. Rick Cowles, who re-
ports on the electric utility industry, said at
the end of February: “Not one electric
company f[that he had talked to] has
started a serious remediation effort on its
embedded controls. Not one. Yes, there's
been some testing going on, and a few
pilot projects here and there, but for the
most part it is still business-as-usual, as if
there were 97 months to go, not 97
weeks."

After attending one industry trade

There aren’t enough programmers

or hours remaining before the Year
2000. Time for purely technicul so-
lutions ran out.

show, Cowle stated that, "Based on what |
leamned at DistribuTECH '98, | am con-
vinced there is a 100% chance that a ma-
jor portion of the domestic electrical infra-
structure will be lost as a result of the Year



The Node

14

November,

1998

2000 computer and embedded systems
problem. The industry is fiddling whilst the
infrastructure burmns.”

The Federal Aviation Administra-
tion is also very vulnerable but quite opti-
mistic. "We're on one hand working to get
those computers Year 2000 compliant, but
at the same time we're working on replac-
ing those computers,” said Paul Takemoto,
a spokesman for the
FAA in early '98. At
the twenty Air Route
Traffic Control Cen-
ters, there is a host
computer and a
backup system. All
forty of these ma-
chines —mid-'80s vin-
tage IBM 3083 main-
frames—are .affected.
And then there are the
satellites with embed-
ded chips, individual
systems in each airplane, and air traffic
control systems around the globe. d.uf-
thansa already has announced-it will not fly
its aircraft during the first days of 2000.

Who else is affected?

But the interdependency problem
extends far beyond single businesses, or
even entire industries. Indirect relationships
extend like tentacles into many other net-
works, creating the potential for massive
disruptions of service.

Let's hope that your work organiza-
tion spends a great deal of money and time
to get its entire information system compli-
ant. You know yours is going to function.
But on the second of January 2000 the
phone calls start. It's your banker. "There's
been a problem,” he says. They've lost ac-

cess to your account information and until
they solve the problem and get the backup
loaded on the new system, they are unable
to process your payroll. "We don't have
any idea how long it will take,” the presi-
dent says.

Then someone tells you that on
the news there's a story that the whole
IRS is down and that they can neither ac-

At issue is time, people, money, and the nature of
. systems. These problems are exacerbated by gov-
ernment and business leaders who either don’t
understand the potential significance of this issue
or who hope to conceal it from us

cept nor process tax information. Social
Security, Federal Housing, Welfare—
none of these agencies are capable of
issuing checks for the foreseeable future.
Major aidines aren't flying, waiting to see
if there is still integrity in the air traffic
control system.

And manufacturing across the
country is screeching to a halt because of
failures in their supply chain. (After years
of developing just in time (JIT) systems,
there is no inventory on hand—suppliers
have been required to deliver parts as
needed. There is no slack in these sys-
tems to tolerate even minor delivery prob-
lems.) Ground and rail transport have
been disrupted, and food shortages ap-
pear within three to six days in major me-
tropolises. Hospitals, dealing with the
failure of medical equipment, and the
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loss of shipments of medicine, are forced
to deny non-essential treatment, and in
some cases are providing essential care
in pre-technical ways.

It's a rolling wave of Interdepend-
ent failures. And It reaches across the
country and the world to touch people
who, In most cases, didn't know they
were linked to others. Depending on
what systems fail, very few but strategi-
cally placed failures would initiate a major
economic cascade. Just problems with
power companies and 'phone systems
alone would cause real havoc. (This
spring, a problem in ATT rendered all
credit card machines useless for a day.
How much revenue was lost by busi-
nesses?) If only twenty percent of busi-
nesses and govemnment agencies crash at
the same time, major failures would en-
sue.

4n-an interdependent system, solv-
-ing most of the problem is no solution. As
Ed Meagher describes: “It is not enough to
solve simply "most of these problems.”
The integration "of these’ systems-requires
that we solve virtually all of them. Our abil-
ity as an economy and as a society to deal
with disruptions and breakdowns in our
critical systems is minuscule. Our worst
case scenarios have never envisioned
multiple, parallel systemic failures.

Just in time inventory has led to just
in time provisioning. Costs have been
squeezed out of all of our critical infra-
structure systems repeatedly over time
based on the ubiquity and reliability of
these integrated systems. The human fac-
tor, found costly, slow, and less reliable
has been purged over time from our sys-
tems. Single, simple failures can be dealt
with; complex, multiple failures have been

considered too remote a possibility and
therefore too expensive to plan for.

The city of New York began to un-
derstand this last September. The gover-
nor of New York State banned all nones-
sential IT projects to minimize the disrup-
tion caused by the year 2000 bomb after
reading a detailed report that forecasts the
millennium will throw New York City into
chaos, with power supplies, schools, hos-
pitals, transport, and the finance sector
likely to suffer severe disruption. Com-
pounding the city’s Y2K risks is the recent
departure of the head of its year 2000 pro-
ject to a job in the private sector.

But of course the anticipated
problems extend far beyond U.S.
shores. In February, the Bangkok Post
reported that Phillip Dodd, a Unysis Y2K
expert, expects that upward of 70% of the
businesses in Asia will fail outright or ex-
perience severe hardship because of Y2K.
The Central Intelligence Agency supports
this with their own analysis: "We're con-
cemed about the potential disruption of
power grids, telecommunications and
banking services, among other possible
fallout, especially in countries already tom
by political tensions.”

A growing number of assessments
of this kind have led Dr. Edward Yardeni,
the chief economist of Deutsche Morgan
Grenfell, to keep raising the probability of a
deep global recession in 2000-2001 as the
result of Y2K. His present estimate of the
potential for such a recession now hovers
at about 70%, up from 40% at the end of
1997.



The Node

November,

1998

How might we respond?

As individuals, nations, and as a
global society, do we have a choice as to
how we might respond to Y2K, however
problems materialize? The question of
alternative social responses lies at the
outer edges of the interiocking circles of
technology and system relationships. At
present, potential societal reactions re-
ceive almost no attention. <But we firmly
believe that it is the central most important

aplace to focus public attention-and individ-
ual ingenuity.

Y2K is a technology-induced prob-
lem, but it will not and cannot be solved by
technology. -it-creates societal problems
that can only be solved by humans. We
must begin to address potential social re-
sponses. We need to be engaged in this
discourse within our organizations, our
communities, and across the traditional
boundaries of competition and national
borders. Without such planning, we will
slide into the Year 2000 as hapless victims
of our technology.

Even where there is some recog-
nition of the potential disrup-
tions or chaos that Y2K might
create, there's a powerful dy-
namic of secrecy preventing
us from engaging in these
conversations. Leaders don't
want to panic their citizens.
Employees don't want to
panic their bosses. Corpora-
tions don't want to panic in-
vestors. Lawyers don't want
their clients to confess to any-
thing.

 But as psychotherapist and infor-
mation systems consultant Douglass Car-

michael has written: “Those who want to
hush the problem (‘Don't talk about it, peo-
ple will panic' and “We don't know for
sure’) are having three effects. Rirst, they
are preventing a more rigorous investiga-
tion of the extent of the problem. «§Second,
they are slowing down the awareness of
the intensity of the problem as currently
understood and the urgency of the need
for solutions. &hird, they are making al-
most certain a higher-degree of ultimate
2panic, in anger, under conditions of
shoek.” .

Haven't we yet leamed the conse-
quences of secrecy? When people are
kept in the dark, or fed misleading infor-
mation, their confidence in leaders quickly
erodes. In the absence of real informa-
tion, people fill the information vacuum
with rumors and fear. And whenever we
feel excluded, we have no choice but to
withdraw and focus on self-protective
measures. As the veil of secrecy thick-
ens, the capacity for public discourse and
shared participation in solution-finding dis-
appears. People no longer believe any-
thing or anybody—we become unavail-

Failure in a single component can crash the
whole system. In May ‘98, most U.S. pagers
failed because a single satellite wobbled in
space

able, distrusting and focused only on self-
preservation. Our history with the prob-
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lems created by secrecy has led CEO
Norman Augustine to advise leaders in
crisis to: “Tell the truth and tell it fast.”
Behaviors induced by secrecy are
not the only human responses available.
Time and again we observe a much more
positive human response during times of
crisis. When an earthquake strikes, or a
bomb goes off, or a flood or fire destroys a
community, people respond with astonish-
ing capacity and effectiveness. They use
any available materials to save and res-
cue, they perform acts of pure altruism,
they open their homes to one ancther,

" they finally leam who their neighbors are.

We've interviewed many people who par-
ticipated in the aftermath of a disaster,
and as they report
on their experi-
ences, it is clear that
their  participation
changed their lives.
They discovered
new capacities in
themselves and in
their communities.
They exceeded all
expectations. They
were surrounded by
feats of caring and courage. They contrib-
uted to getting systems restored with a
speed that defied all estimates.

When chaos strikes, there's sim-
ply no time for secrecy; leaders have no
choice but to- engage every willing soul.
And the field for improvisation is wide
open—no emergency preparedness drill
ever prepares people for what they actu-
ally. end up doing. Individual initiative and
involvement are essential. Yet surpris-
ingly, in the midst of conditions of devasta-
tion and fear, people report how good they
feel about themselves and their col-

connected

leagues. These crisis experiences are
memorable because the best of us be-
comes visible and available. We've ob-
served this in America, and in Bangla-
desh, where the poorest of the poor re-
sponded to the needs of their most desti-
tute neighbors rather than accepting relief
for themselves.

Who might we become?

As we sit staring into the unknown
dimensions of a global crisis whose tim-
ing is non-negotiable, what responses
are available to us as a human commu-

It's a rolling wave of interdependent failures.
And it reaches across the country and the world
fo touch people who didn't even know they were

nity? An effective way to explore this
question is to develop potential scenarios
of possible social behaviors. Scenario
planning is an increasingly accepted
technique for identifying the spectrum of
possible futures that are most important
to an organization or society. In selecting
among many possible futures, it is most
Useful to look at those that account for
the greatest uncertainty and the greatest
impact.

For Y2K, David Isenberg, (a former
AT&T telecommunications expert, now at
Isen.Com) has identified the two vari-
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- cracks down so as not

sponse. In this “Small Theatre Fire" fu-
ture, people would overreact and trample
themselves trying to get to the exits from a
small fire that could have been easily ex-
tinguished.

if the technical
" situation is bad, a some-
what more ominous

situation could evolve
where govemment, ex-
erting no clear positive
leadership and seeing
no alternative to chaos,

by new social relationships. All of us need
to become very wise and very engaged
very fast and develop entirely new proc-
esses for working together. Systems is-
sues cannot be resolved by hiding behind
traditional boundaries or by clinging to com-

Isolated
Faluare

to lose control. (The

most common historical
response globally to so-

cial chaos has been for
governments to inter-

vene in non-deémocratic,

often brutal fashion.)
‘Techno-fascism™ is a
plausible scenario. Gov-
emments and large cor-
porations would inter- .
vene to try to contain the damage rather
than build for the future. This dictatorial
approach would be accompanied by se-
crecy about the real extent of the problem
and-would be fueled by the cries of dis-
tress from a society that has realized its
major systems are about to fail and that it
is too late to do anything about it.

Collaboration is our only choice

Obviously, the only scenario worth
working towards is the “Human Spirit.”
This requires that we understand Y2K not
as a technical problem, but as a systemic,
worldwide event that can only be resoived

petitive strategies. Systems require col-
laboration and the dissolution of existing
boundaries. Our only hope for healthy re-
sponses to Y2K-induced failures is to par-
ticipate together in new collaborative rela-
tionships.

_ At present, individuals and organi-
zations are being encouraged to protect
themselves, to focus on solving “their”
problem. In a system's world, this is in-
sane. The problems are not isolated,
therefore no isolated responses will work.
The longer we pursue strategies for individ-
ual survival, the less time we have to create
any viable, systemic solutions. None of the
boundaries we've created across indus-
tries, organizations, communities, or nation
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states offers us any protection in
the face of Y2K. We must stop
the message of fragmentation

If we are to go through this crisis together
rather than bunkered down and focused only
on individual survival, leaders must begin

right now to convene us.

now and focus resources and
leadership on figuring out how
to engage everyone at all levels,
in all systems.

As threatening as Y2K is it also gives
us the unparalleled opportunity to figure out
new and simplified ways of working together.
GM's chief information officer, Ralphael
Zygenda, has said the Y2K is the cruelest
trick ever played on us by technology, but
that it also represents a great opportunity for
change. It demands that we let go of
traditional boundaries and roles in the
pursuit of new streamlined systems, ones
that are less complex than the entangled
ones that have evolved over the past thirty
years.

There's an interesting lesson here
about involvement that comes from the
Oklahoma City bombing in 1995. Just a few
weeks prior to the bombing, agencies from
all over the city conducted an emergency
preparedness drill as part of normal civil
defense practice. They did not prepare
themselves for a bomb blast, but they did
work together on other disaster scenarios.
The most significant accomplishment of the
drill was to create an invisible infrastructure of
trusting relationships. When the bomb went
off, that infrastructure displayed itself as an
essential resource. People could work

together easily, even in the face of horror.

Many lives were saved and systems were
restored at an unprecedented rate because
people from all over the community worked
together so well.

But there’s more to this story. One
significant player had been excluded from
the preparedness drill, and that was the FBI.
No one thought they'd ever be involved in a
Federal matter. To this day, people in
Oklahoma City speak resentfully of the
manner in which the FBI came in, pushed
them aside, and offered no explanations for
their behavior. In the absence of trusting
relationships, some form of techno-fascism
is the only recourse. Elizabeth Dole, as
president of the American Red Cross
commented: “In the midst of a disaster is the
poorest possible time to establish new
relationships and to introduce ourselves to
new organizations. When you have taken
the time to build rapport, then you can make
a cal at 2 a.m., when the rivers rising and
expect to launch a well-planned, smoothly
conducted response.”

The scenario of communities and
organizations working together in new ways
demands a very different and immediate
response not only from leaders but from
each of us. We'd like to describe a number

of actions that need to begin immediately.
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What leaders must do unique qualities. From these conversations
and plans, we will leam to know one an-
other and to know what we value. In sud-
den crises, people instantly share a sense
of meaning and purpose. For Y2K, we
have at least a little lead time to develop a
cohesive sense of what might happen and
how we hope to respond.

Secrecy must be replaced by full
and frequent disclosure of information. The
only way to prevent driving people into iso-
lated and self-preserving behaviors is to en-
trust us with difficult, even fearsome infor-
mation, and then to insist that we work to-
gether,

No leader anywhere can ignore
these needs or delay their implementation.

We urge leaders to give up trying to
carry this burden alone, or trying to reestab-
lish a world that is iretrievably broken. We
need leaders to be catalysts for the emer-

Jgence of a new world. They cannot lead us
through this in traditional ways. No leader or
senior team can determine what needs to be
done. No single group can assess the com-
plexity of these systems and where the con-
sequences of failure might be felt. The un-
known but complex implications of Y2K de-
mand that leaders support unparalleled levels
of participation—more broad-based and in-
clusive than ever imagined. [f we are to go
through this crisis together
rather than bunkered down
and focused only on individ-

ual security, leaders must . ) )
begin right now to convene We urge leaders to give up trying to carry this

us. Fhe first work of leaders burden alone. The complex implications of
then, is to create the re-
sources for groups to come s
together in conversations levels of participation—more broad-based and
ghat will reveal the intercon-
nections. Boundaries need
to dissolve. Hierarchies are
irrelevant. Courageous
leaders will understand that
they must surrender the illusion of control and
seek solutions from the great networks and
communities within their domain. They must
move past the dynamics of competition and
support us in developing -society-wide solu-
tions.

Y2K demand that leaders support unparalleled

inclusive than ever imagined.

What communities must do

Communities need to assess
where they are most vulnerable and de-
velop contingency plans. Such assess-
ment and planning needs to occur not just
within individual locales, but also in geo-
graphic regions. These activities can be
initiated by existing community networks,
for example, civic organizations such as
Lions. or Rotary, Council of Churches,

Leaders can encourage us to seek

out those we have excluded and insist that
“"they be invited in to all deliberations. Lead-
ers can provide the time and resources for
people to assess what is critical for the or-
ganization or community to sustain—its
mission, its functions, its relationships, its
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Chamber of Commerce, the United Way. tion has something important to contribute to
But new and expansive alliances are re- this work. Assessment and contingency plans
quired, so planning activities need quickly need to focus on:
to extend beyond traditional borders. We ¢ how the organization will perform es-
envision residents of all ages and experi- sential tasks in the absence of pres-
ence coming together to do these audits ent systems
and planning. Within each community and 0 how the organization will respond to
region, assessments and contingency failures or slowdowns in information
plans need to be in place for disruptions or and supplies
loss of service for: 0 what simplified systems can be de-
0 all dtilities — electricity, water, gas, veloped now to replace existing ones
phones ¢ relationships with suppliers, custom-
¢ food supplies ers, clients, communities—how we
¢ public safety will work together '
¢ healthcare 0 developing systems to ensure open
¢ government payments to individu- and full access to information
als and organizations
0 residents most at risk, e.g. the eld- The trust and loyalty developed
erly, those requiring medications through these strategic conversations and
joint planning will pay enormous dividends
What organizations must do ' later on, even if projected breakdowns

don't materialize. Corporate and commu-
nity experience with scenario planning has
taught a important principle: ¥Ve don't
need to be able to predict the future in or-
der to be well-prepared for it. In develop:

Organizations need to move Y2K from
the domain of technology experts into the en-
tire organization. Everyone in the organiza-

What we know about people’s response to crisis
o shared purpose and meaning bring people together
* people display amazing levels of creativity and resourcefulness
* people want to help others - individual agendas fade immediately
 people learn instantly and respond at lightning speed
e the more information people get, the smarter their responses

¢ leadership behaviors (not roles) appear everywhere, as needed
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ing scenarios, information Is sought from
all over. People think together about its
implications and thus become smarter as
individuals and as teams. Whatever fu-
ture then materializes is dealt with by peo-
ple who more intelligent and who know
how to work well together.

And such planning needs to occur
at the level of entire industries. Strained
relationships engendered by competitive
pressures need to be put aside so that
people can collaboratively search for ways
to sustain the very fabric of their industry.
How will power grids be maintained na-
tionally? Or national systems of food
transport? How will supply chains for
manufacturing in any industry be sus-
tained?

What you can do

We urge you to get involved.in
¥2K, wherever you are, and in whatever
organizations you participate. We can't
leave this issue to others to solve for us,
nor can we wait for anyone else to assert
leadership. You can begin to ask ques-
tions; you can begin to convene groups of
interested friends and colleagues; you can
engage local and business leaders; you
can educate yourself and others (start with
www.Year2000.com for up-to-date infor-
mation and resources.) This is our prob-

lem. And as an African proverb reminds -

us, if you think you're too small to make a
difference, try going to bed with a mos-
quito in the room.

The crisis is now

There is no time left to waste. Every
week decreases our options. At the mid-May
meeting of leaders from the G8, a commu-
niqué was issued that expressed their shared
sensitivity to the “vast implications” of Y2K,
particularly in “defense, transport, telecom-
munications, financial services, energy, and
environmental sectors,” and the interdepend-
encies among these sectors. (Strangely,
their list excludes from concem govemment
systems, manufacturing and distribution sys-
tems.) They vowed to “take further urgent ac-

tion” and to work with one another, and rele- -

vant organizations and agencies. But no
budget was established, and no specific ac-
tivities were announced.  Such behavior—
the issuing of a communiqué, the promises of
collaboration and further investigation—are
all too common in our fate 20™ century politi-
cal'landscape.

But the earth continues to circle the
sun, and the calendar relentlessly pro-
gresses toward the Year 2000. If we cannot
immediately change from rhetoric to action,
from politics to participation, if we do not im-
mediately tumn to one another and work to-
gether for the common good, we will stand
fearfully in that new dawn and suffer conse-
quences that might well have been avoided
if we had leamed to stand together now.

Copyright 1998 John L. Petersen, Margaret
Wheatley, Myron Kellner-Rogers.
Please copy and distribute freely.

We don’t need to be able to predict the future in order to be well-prepared for it.
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The Web is the only way to keep books of all time. Industry Week named it best
up on Y2K. Information for this ar- management book of 1992. They work in the
ticle came from: U.S., Brazil, Mexico, South Africa, Australasia
. and Europe. They can be reached at 801-377-
Www.Year2000.com 2996 or mjw (@berkana.org and mkr
Www.Isen.com @berkana.org.

Www.Yardeni.com
Www.y2Ktimebomb.com
Www.tmn.com/~doug
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REMEMBER WHEN...

A computer was something on TV

from a science fiction show of note

a window was something you hated to clean,
and ram was the cousin of a goat;

Meg was the name of your girlfriend,
and gig was a job for the nights.
Now they all mean different things
and that really mega bytes!

An application was for employment,
a program was a TV show,

a cursor used profanity,

a keyboard was a piano.

Memory was something that you lost with age,
a cd was a bank account;

and if you had a 3 1/2" floppy,

you hoped nobody found out.

Compress was something you did to the garbage,
not something you did to a file;

and if you unzipped anything in public

you'd be in jail for awhile.

Log on was adding wood to the fire,
hard drive was a long trip on the road;
a mouse pad was where a mouse lived,
and a backup happened to your commode.

Cut you did with a pocket knife,
paste you did with glue,

a web was a spider's home

and virus was the flu.

I guess I'll stick to my pad and paper

and the memory in my head.

I hear nobody's been killed in a computer crash,
but when they get the blue screen of death--
they now know their system is dead!

(anony.)





